
Password managers are a good 
way to protect all your online 
accounts. These tools take care of 
creating and remembering 
complex passwords, store them 
and warn you if any have been 
posted for sale on the dark web.

When you reuse a compromised 
password, hackers can easily 
crack open your other accounts. By 
reusing the same password for 
business and personal accounts, 
hackers can breach the entire 
business network.
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By far the most common 
passwords are a variation 
of “12345”, “qwerty” and 
names of famous people. 
Here are 10 others.

1: Test1 
2: Password 
3: iloveyou 
4: princess 
5: sunshine

6: monkey 
7: dragon 
8: nothing 
9: secret 
10: admin

Sources: Digital Guardian, Forbes, CPO Magazine, Panda 
Security, CNN, Google, PC Magazine, Consumer Reports

Almost all brands of Password Managers can sync across all your Windows, Mac, Android, and iOS devices. 
A few even let you authenticate on iOS or Android with your fingerprint or face. Here, in alphabetical order, 
are some of the top Password Managers as named by Consumer Reports and PC Magazine. 

1Password

LastPass

BitWarden

McAfee

Dashlane

Norton

Keeper

Zoho


