
Can you find your way from beginning to end? 
Check out the cyber safety messages along the way.

Be suspicious of  
urgent work- 
related voicemails.  
Fraudsters are now 
using audio messages 
in addition to emails.  

For work related 
tasks, use a different 
computer than your 
family uses for games 
and homework. 

Remember: COVID  
remains the most  
common subject  
of fake phishing  
emailsand texts. 

Set your internet 
router to require  
your permission 
whenever a new 
device tries to  
access your network. 

Close unnecessary  
windows  and 
turn off text alerts  
on your computer  
during video  
conference calls.

Avoid sharing work- 
related content on 
Facebook and, yes, 
even LinkedIn. 

Answers are on the following page.



Here’s how to get from beginning to end.


